Abstract—Although the original purpose of the HL7’s Continuity of Care Documents (CCD) was to deliver clinical summaries between healthcare organizations, nowadays they are increasingly used for collecting patients’ health documentation from various healthcare providers. Usually the collected CCD documents are organized into hierarchical structures that simplify the search of documents, e.g., grouping together the documents by episode, clinical specialty or time period. Yet each clinical document is stored as a stand-alone artifact, meaning that each document is complete and whole in itself. Considering each document only as a complete and a whole in itself also has its drawback: the efficient usage of patients’ health documentation often is data-centric, meaning that data should be extracted from various documents and then integrated according to specific criteria. Processing such queries requires the integration of the data of the CCD documents. In this paper, we present two ontology-based methods for the integration. Which of the methods is appropriate depends on whether the header or the whole CCD documents are based on the HL7 RIM.
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I. INTRODUCTION

An electronic health record (EHR) describes the systematic documentation of a single patient’s medical history and care across time within one particular health care provider’s jurisdiction. It includes a variety of types of observations entered over time by health care professionals, recording observations and administrations of drugs and therapies, orders for the administration of drugs and therapies, test results, x-rays, and reports [1].

Patient’s EHRs are often stored in several healthcare providers’ EHR systems. This is a consequence of living in various places, and having many healthcare providers, including primary care physician, specialist, therapists and other medical practitioners. However, although patient’s health documentation is stored in several EHR systems all health documents should be accessible for the physicians treating the patient.

The problem of patients’ scattered health documentation is studied in the context of Personal Health Records (PHRs) and IHE XDS. From technology point of view these two policies differ in that whether patient’s health documentation is collected together in advance or dynamically.

A personal health record (PHR) is a record of a consumer (i.e., not a record of a healthcare provider as an EHR) that includes data gathered from different sources such as from health care providers, pharmacies, insurers, the consumer, and third parties [2, 3]. Similar to EHRs it includes information about medications, allergies, vaccinations, illnesses, laboratory and other test results, and surgeries and other procedures. In order to avoid the compatibility problems in importing data to PHRs various standardization efforts on PHRs have been done [4]. In particular, the use of the Continuity of Care Record (CCR standard) of ASTM and HL7’s Continuity of Care Document (CCD standard) has been proposed for using in standardizing the structure of PHRs, although these standards were originally designed to store patient clinical summaries. From technology point of view CCR and CCD-standards represent two different XML schemas that are identical in their scope in the sense that they contain the same data elements [5].

IHE Cross-enterprise document sharing (XDS) allows health care documentation to be shared between hospitals, primary care providers, and social services [1]. Its key idea is to maintain a centralized document registry of patient’s health documents. The indexing information in the registry includes metadata such as patient ID, document type, author, and the location of the actual document. The key idea is that based on the location information patients scattered health documentation can be captured dynamically. Technically the registry is based on the ebXML Registry standard. The shared documents may be DICOM images, HL7 medical summaries (CCDs), and structured laboratory reports.

PHRs and IHE XDS, as well as existing EHR systems, organize patients’ health records in hierarchical structures. They also support a variety of ways for composing patient’s health records, e.g., grouping together the records by episode, clinical specialty or time period. The ability to compose health records is of prime importance but it does not solve the problem of content based searching. The problem here is that the efficient usage of patients’ health documentation often is data centric, meaning that data should be extracted from various documents and then integrated according to specific criteria.

For example, a physician may be interested to know the average blood pressure and/or cholesterol level during the time periods the patient was using Diovan (a drug for blood pressure). However, the computation required by such queries is not provided by the query languages that are designed to address hierarchical structures such as XML documents (e.g., XPath language and XQuery language). As a result, to find out such dependencies the physician first has to retrieve the relevant documents, and then search for the required data from the documents. Such a navigation and searching may be frustrating and time consuming.
We have studied the suitability of the Semantic Web technologies for integrating patients’ health documentation. In particular, we have developed two ontology-based methods for integrating CCD documents. In the first method, the RMIM (Refined Message Information Model) diagrams [1] of the CCD documents are first translated into OWL-ontologies and then these ontologies are integrated. In the second method, the XML schemas of the CCD documents are transformed into an OWL-ontology. Which integration method is appropriate depends on whether the CCD documents are based on CDA Level 2 or CDA Level 3, i.e., whether the header or the whole CCD documents are based on the HL7 RIM.

The ontology that we have developed from the CCD documents is specified by OWL (Web Ontology Language), and is called the CCD ontology.

Transforming CCD documents into the format that is compliant with the CCD ontology can be done automatically. Further, the query languages developed for OWL, such as RQL and SPARQL, can be used for querying patients’ health data stored in the CCD ontology.

The rest of the paper is organized as follows. First, in Section II, we give an overview of XML-based PHRs and semantic PHRs. Then, in Section III, we consider the characteristics of the clinical documents defined by the CDA standard. In Section IV, we illustrate the role of the HL7 RIM and RMIMs in specifying the structure and semantics of clinical documents. In Section V we present the structure of the CCD documents, and the three levels of the HL7 CDA documents. In Section VI, we consider the integration of CDA Level 3 documents and in Section VII the integration of CDA Level 2 document. In Section VIII, we present the architecture of the EHR-Archive, which contains the integrated CCD documents. We also give an example of transforming a CCD document in the format that is compliant with the CCD ontology. Finally, in Conclusion, we discuss the challenges of our solutions as well as our future research.

II. PERSONAL HEALTH RECORDS

A. The Use of PHRs

A personal health record (PHR) is a record of a consumer that includes data gathered from different sources such as from health care providers, pharmacies, insures, the consumer, and third parties such as gyms [4]. It typically includes information about medications, allergies, vaccinations, illnesses, laboratory and other test results, and surgeries and other procedures.

Many studies have demonstrated that the provision of information therapy can increase compliance with treatment regimens, satisfaction with the health care provider and medical facility, and improve the ultimate health outcome for the individual. It is also turned out that patients who do not understand their treatment instructions, disease management, or prescription requirements are more likely to mishandle their health, be hospitalized more frequently, and have much higher medical costs than their more involved counterparts.

We have studied information PHRs in the context of medicinal treatment. It is turned out that most patients are not satisfied with the medical treatment information on the Web though many PHRs provide links to materials or other websites that have information about consumer’s health conditions or medications [6]. In particular, they have regarded many sites to be overly commercial, or they could not determine the source of the information.

An ideal PHR would provide a complete and accurate summary of the health and medical history of a consumer [7]. It is only accessible to the consumer and to those authorized by the consumer. It is not the same as electronic health record (EHR), which is designed for use by health care providers, and which is designed to contain only patient clinical summaries [8].

B. XML-Based PHRs

A problem with XML-based PHRs is that their data is document-centric-data, i.e., they are collections of documents such as documents including lab tests, prescribed medications and illnesses. By contrast, it is turned out that PHR’s effective usage often is data centric, meaning that data should be extracted from various documents and then integrated according to specific criteria. For example, a consumer may be interested to know the average blood pressure and/or blood sugar concentration (glucose level) during the time periods he or she was using Norvasc (a drug for blood pressure), or the consumer may be interested to know the cholesterol values when he or she was on a diet. Unfortunately the computation required by such queries is not provided by the query languages that are designed to address XML documents (e.g., XPath language and XQuery language).

C. Semantic PHRs

In order to allow data-centric queries on PHRs we have developed a methodology for developing and maintaining semantic PHRs. By semantic PHRs we refer to PHRs, which content is structured according to a PHR-ontology, and which are stored in a knowledge base or in a database and thus can be accessed by query languages having high expression power.

In order to simplify the PHR-ontology design process and to exploit the work done on CCR standard we have developed the PHR-ontology by transforming the XML-Schema of the CCR-standard into OWL ontology [9]. In this way we have ensured that the most relevant concepts are included in the PHR-ontology.

In capturing data into semantic PHR from different XML-based data sources requires that the data is first transformed into RDF-format that is compatible with the PHR-ontology [10]. Such transformations require that a specific stylesheet is developed for each data source. Transformed data is then delivered through the SOAP-protocol to the PHR-system, which inserts the data into appropriate PHR.

A useful feature of this kind of functionality is that it supports open healthcare systems, as the exchange RDF-
data does not require the hardcoding of the communicating systems as the messages itself includes their semantic. In contrast with HL CDA-compliant XML-based messaging represents closed systems as the semantics of the messages is hardcoded to the communicating systems, i.e., only CDA-compliant XML-messages can be exchanged, and the introduction of the new message type requires the coding of the communicating systems.

D. The Platforms of PHRs

A way for classifying current PHRs is to consider the platform by which they are delivered. In paper-based PHRs health information is recorded and stored in paper format, and so the information is accessible without the need for a computer or any other devices. On the other hand, paper-based PRHs may be difficult to update and share with others. They are also subject to physical loss and damage.

In portable-storage PHRs health information is stored on a portable-storage device such as CDROM or USB flash drive. Similar to paper-based PHRs they are subject to physical loss. However their main disadvantage is that reading and updating them by the computers in healthcare organizations such as in hospitals and physician offices has turned out to be problematic.

In PC-based PHRs health information is recorded and stored in personal computer-based software that may have the capability to import data from other sources such as a hospital laboratory or physician office. PC-based health information can be copied and shared with anyone who has a compatible word processor.

In Internet-based PHRs health information is stored at a remote server, and so the information can be shared with health care providers. Many Internet-based PHRs also provide links to materials or other websites that have information about consumer’s health conditions or medications. Some PHRs also provide added-value services such as multidrug interaction checking or electronic messaging between patients and healthcare providers. Internet-based PHRs also have the capacity to import data from other information sources such as a hospital laboratory and physician office. However, importing data to PHRs from other sources requires standardization. If the format of the data in PHRs and in other sources such as in EHRs do not coincide (i.e., is not standardized) then the physicians and their office staff may have to type and re-enter data into PHRs.

III. CLINICAL DOCUMENTS

Clinical documentation is used to describe the care provided to a patient. The supposition is that “if it is not documented, then it did not happen”.

Clinical documents have two main functions: First, they communicate relevant clinical information between healthcare providers. Second, they support compliance with regulations set by local healthcare authorities. In addition, clinical document must be credible meaning that it is produced by a trusted authority and is itself a trusted document of care that was provided.

The properties of clinical documents are noteworthy as they restrict the ways the documents can be stored in files and databases. Thus, also our developed solutions for capturing data from clinical documents for integration may not contradict the properties clinical documents.

For example, storing clinical documents in databases is challenging as databases are not originally designed for storing documents but rather for rapid search of data which are updated by various people. Besides, the person who uses the data does not know who entered them, and in the absence of contextual information makes it difficult to evaluate whether or not the retrieved data can be relied on.

In contrast, each clinical document must be stored as a stand-alone artifact meaning that it must include metadata that states who created it, for whom, when and where, and about what subject [1]. The author of the document determines its content and is responsible for the content. Thus, if there is any doubt about interpreting the content, the author of the document can be contacted.

The functions and requirements of clinical documents led to the six characteristics defined by the CDA standard. These are persistence, stewardship, authentication, context, wholeness and human readability.

Persistency means that a clinical document exists in an unaltered state for a time period defined by local and regulatory requirements. Hence every document has a life cycle: it is created, used and in the end destroyed.

Stewardship means that the name of the steward organization is recorded as of the time the document is created. Naturally there may be organizational changes during the life cycle of the document. However, it is not required that the history of organizational changes is recorded and maintained. Instead the knowledge of the original steward organization is sufficient to locate any subsequent organization that would retain the original copy of the document.

Authentication means that each document may be signed, physically or electronically. Clinical documents are usually signed by a clinician who takes responsibility for the content of the document. However, as more health information systems are developed that automatically produce clinical documents, this requirement is often relaxed for automatically produced documents.

Context complete the clinical document by the background associated with the document. Context information is stored in the header of the document. It makes it easier for others to use the document outside the immediate purpose for which it was created. Context information is also used in grouping documents in hierarchical structures and retrieving documents. For example, document identifier, dates and times associated with the document, the type of the document, the legal authenticator, patient whose care is described are typical items of the context.

Wholeness is a principle which does not require the whole content of the document to present to make use of single statement in the document. Instead, it requires that the single statements that are stored in different systems or files should
contain a reference back to clinical document from which they came. This is also the way how we enforce this characteristic in our used document integration strategies.

Human readability of clinical documents is required as the documents are intended to communicate information between healthcare providers who are humans. It means that even when there is coded machine-readable information within the same statement there must also be a way to display the content of the document in a way that will allow a human to read it.

IV. CONTINUITY OF CARE DOCUMENT AND HL7 CDA

A. HL7 CDA

The HL7 Clinical Document Architecture (CDA) is standard XML format for clinical documents. It is based upon HL7 Version 3 Reference Information Model (RIM). It is the UML model for healthcare information. In particular, HL7 RIM specifies the grammar of V3 messages and, specially, the basic building blocks of the language, their permitted relationships, and allowed data types.

The RIM is based on two key ideas [1]. The first idea is based on the consideration that most healthcare documentation is concerned with “happenings” and things (human or other) that participate in these happenings in various ways. Happenings have a natural life cycle such as the concept itself, an intent for it to happen, the happening, and the consequences of its happening.

The second idea is the observation that the same people or things can perform different roles when participating in different types of happening, e.g., a person may be a care provider such a physician or the subject of care such as patient.

As a result of these ideas the RIM is based on a simple backbone structure, involving three main classes, Act, Role, and Entity, linked together using three association classes ActRelationship, Participation, and RoleLink (Fig. 1).

![RIM backbone structure](image)

Each happening is an Act and it may have any number of Participations, which are Roles, played by Entities. An ACT may also be related to other Acts via Act-Relationships. Act, Role and Entity classes have a number of specializations (subclasses), e.g., Entity has a specialization LivingSubject, which itself has a specialization Person.

The classes in the RIM have structured attributes which specify what each RIM class means when used in a message (document). The idea behind structured attributes is to reduce the original RIM from over 100 classes to a simple backbone of six main classes.

B. Modeling Messages by Constrained Information Models

The RIM is not a model of healthcare, nor is it a model of any message, although it is used in messages. The structures of messages are defined by constrained information models. The most commonly used constrained information model is the Refined Message Information Model (RMIM) [1]. Each RMIM is a diagram that specifies the structure of an exchanged message.

A RMIM diagram is specified for a specific use case. The diagram is derived from the RIM by limiting its optionality. Such specifications are called CDA Profiles.

In developing a profile the RIM is constrained by omission and cloning. Omission means that the RIM classes or attributes can be left out. Note that all classes and attributed that are not structural attributes in the RIM are optional, and so the designer can take only the needed classes and attributes. Cloning means that the same RIM class can be used many times in different ways in a profile. For example, Patient and Employee are specializations of Role, and so they may both appear in the same profile.

The multiplicities of associations and attributes in the profile are constrained in terms of *repeatability* and *optionality*. Further, code binding is used for specifying the allowable values of the used attributes. In these constraints are specified in an XML schema. That is, the structure of CDA message such as CCD document (XML document) is specified by its XML schema and its semantics is specified by its profile, which is derived from the RIM.

A problem here is that, although the semantics of all CDA documents is tractable through a RMIM back to the RIM, we neither can use the RMIM nor the RIM in formulating queries on patient’s health documentation as there are no query languages specified for the information model used in the RMIM and RIM schemas.

To illustrate the relationships of the RIM and RMIM consider the RMIM diagram of Fig. 2.

![RMIM of the blood pressure report](image)
At first note that HL7 uses its own representation of UML in RMIM diagrams: each class has its own color and shape to represent the stereotypes of these classes, and they only connect in certain ways.

The diagram specifies a blood pressure report. Its body includes the Vital signs section of the CCD. The use case behind this RMIM diagram is to exchange and store patient’s blood pressures (SystolicBloodPressure and DiastolicBloodPressure) and the time of the measurement (EffectiveTime). These are the attributes of the clone BloodPressureEvent but we have omitted them, as well as other attributes, from the RMIM diagram.

The entry point of this diagram (BloodPressureReport) is ObservationEvent, which is specialization of the RIM class Act. Also classes VitalSignsEvent and BloodpressureEvent are specializations of the class Act. Classes Patient and Employee are specializations (subclasses) of the RIM class Role. Person and Organization are specializations of the RIM class Entity. Subject and Performer are specializations of the association class Participation. Component and ComponentOf are specializations of the association class ActRelationship.

V. CONTINUITY OF CARE DOCUMENTS

A. The Structure of the Continuity of Care Documents

The Continuity of Care Document (CCD) is an electronic document exchange standard for sharing patient summary information. Such summaries include the most commonly needed pertinent information about current and past health status in a form that can be shared by all computer applications, including web browsers, electronic medical record (EMR) and electronic health record (EHR) software systems.

The CCD specification is a constraint on the HL7 CDA standard. The CCD standard has been endorsed by HIMMS (Healthcare Information and Management Systems Society Though) and HITSP (Healthcare Information Technology Standards Panel) as the recommend standard for exchange of electronic exchange of components of health information.

Although some suggest that the CCD standard competes with the Continuity of Care Record standard, HL7 considers the CCD standard an implementation of the CCR standard.

Although the original purpose of the CCD documents was to deliver clinical summaries between healthcare organizations, nowadays it increasingly used for other types of messages: it is increasingly considered as set of templates because all its parts are optional, and it is practical to mix and match the sections that are needed.

Each CCD document have one primary purpose (which is the reason for the generation of the document), such as patient admission, transfer, or inpatient discharge [2]. Each CCD document, as well all CDA documents, is comprised of the Header and the Body. The sections that can appear in the Head and in the Body in a CCD document are presented in Fig. 3.

A simplified CCD document including a header and the Medications section from the Body is presented below.

```xml
<SimplifiedCCDfile>
  <DocumentID>DOC_123</DocumentID>
  <Patient>
    <PatientID>AB-12345</PatientID>
    <PatientName>Tim Jones</PatientName>
  </Patient>
  <Medications>
    <Medication>
      <MedicationID>Medication.567</MedicationID>
      <DateTime>
        <ExactDateTime>2012-03-01T12:00</ExactDateTime>
      </DateTime>
      <Source>
        <Actor>
          <ActorID>Pharmacy of Kaivopuisto</ActorID>
          <ActorRole>Pharmacy</ActorRole>
        </Actor>
      </Source>
      <Description>
        <Text>One tablet three times a day</Text>
      </Description>
      <Product>
        <ProductName>Voltaren</ProductName>
        <BrandName>Diclofenac</BrandName>
      </Product>
      <Strength>
        <Value>50</Value>
        <Unit>milligram</Unit>
      </Strength>
      <Quantity>
        <Value>30</Value>
        <Unit>Tabs</Unit>
      </Quantity>
    </Medication>
  </Medications>
</SimplifiedCCDfile>
```

B. CDA Levels

The CCD document as well as any CDA documents is based on Level 1, Level 2 or Level 3. These levels differ in that whether their header and body components are based on the RIM, i.e., have a RMIM derived from the RIM:

- **Level 1**: Includes the CDA Header, which is based on a RMIM and a body consisting of an unstructured...
level 2: includes the CDA header, which is based on a RMIM, and an XML-coded body that is not based on a RMIM

level 3: includes RMIM-based header and body. Thus, level 3 documents can be automatically processed by machines.

One of the useful features of the CDA levels is that healthcare organizations can start simply by level 1 or level 2, and then evolve over time. The lower levels of CDA provide rather low technical requirements to adoption, while providing a migration route towards structured and semantic documents.

VI. INTEGRATING CDA LEVEL 3 CCD DOCUMENTS

A. Transforming RMIM Diagrams into OWL

Although the semantics of all CDA documents is tractable through a RMIM back to the RIM, we neither can use the RMIM nor the RIM in formulating queries. The reason is twofold: First, each RMIM diagram only models one type of document. Second, there are no query languages specified for the information model used in the RMIM and RIM schemas.

For these reasons we first transform RMIM diagrams into OWL, and then integrate these OWL-ontologies. The result of the integration is the CCD ontology. As it is OWL ontology we can define data centric queries by the query languages, such as RQL and SPARQL, which are developed for OWL ontologies.

Transforming a RMIM diagram into OWL is straightforward in the sense that the both models are object-oriented although the notation used in RMIM diagrams slightly differs from the traditional UML notation. Yet their basic modeling primitives are the same, namely classes, subclasses, properties and values. The classes are also connected in a similar way through properties.

B. Integrating RMIM Ontologies

In the development of the CCD ontology we have first translated RMIM ontology into OWL. Then this ontology (the CCD ontology) is extended step by step by integrating other RMIM ontologies with the ontology. Hence the CCD ontology is incremental: when a new CCD document type (RMIM) is introduced, the CCD-ontology is extended accordingly.

Each integration step is comprised of two successive phases: In the first phase the CCD ontology is merged with the CCD ontology, and then in the second phase potential conflicts are detected and resolved.

To illustrate the merging phase, consider the CCD document (named MedicationReport), which RMIM diagram is presented in Fig. 5, and the graphical OWL ontology derived from this RMIM diagram is presented in Fig. 6.

In merging phase, we add those elements (classes, object properties and datatype properties) from the MedicationReport ontology to the Blood pressure report ontology that do not include in both ontologies. Such classes are SubstanceAdministration, Manufactured Product, and LabeledDrug. Correspondingly such object properties are
Consumable, Manufactured Product and Manufactured Organization.

In merging phase, we add those elements (classes, object properties and datatype properties) from the Medication report ontology to the Blood pressure report ontology that do not include in both ontologies. Such classies are SubstanceAdministration, Manufactured Product, and LabeledDrug. Correspondingly such object properties are Consumable, ManufacturedProduct and Manufactured Organization.

Figure 5: The RMIM of the medication report.

Figure 6: Graphical presentation of the RMIM ontology MedicationReport.

Note that in graphical OWL representations (for simplicity) we have specified only a few datatype properties, and so our used examples do not reveal the datatype properties that we should insert in the integrated ontology (CCD ontology).

However, assuming that clone (class) Person has the datatype property JobTitleName in the Medication report ontology but not in the Blood Pressure report ontology, then the datatype property JobTitleName should be inserted into the integrated ontology. So, in the merging phase we have to insert the above OWL code to the following ontology code.

After this we have to detect and resolve conflicts. However, in the context of RMIM ontologies detecting and resolving conflicts is not as complex as in general: the “backbone structure” of the RIM ensures that the same concept has the same semantics in all RMIM ontologies. The only sources of heterogeneity arise from constraining the classes (clones) in different ways. We next consider these cases and specify how we have resolved these conflicts.

As a result of omission a class (clone) appearing in two RMIMs may be constrained in the way that their attributes are not the same, and so the corresponding RMIM ontologies are heterogeneous. We have solved such heterogeneity by taking the union of attributes, i.e., if an attribute appears in a clone of a RMIM then the attribute also appears in the integrated ontology.

Most associations and attributes in the RIM allow repeatability. That is, attributes and associations can be constrained by making such multiplicities mandatory, non-repeatable optional, or multivalued.

We have solved the heterogeneity caused by multiplicity by constraining the integrated ontology by the constraint, which is the disjunction (“union”) of the repeatability constraints originated from the integrated RMIM ontologies.

A data type conflict arises if the same attribute of the same class in two different RMIM diagrams is typed in different ways. However, such conflicts are outside the scope of OWL as it can only use the datatypes allowed in OWL. On the other hand, each RMIM diagram has a corresponding XML schema specifying the structure of the XML documents that are compliant with the RMIM diagram, and the data types of its attributes and elements are specified by the data types supported by the XML Schema (XML language). In the CCD
ontology we do not have to change these specifications as XML data types can be used in OWL.

With code binding we have assumed that though the same attribute or simple element in two clones does not use the same code binding (i.e. use different coding systems, e.g., Fahrenheit and Celsius) their XML specific data types are still equal, e.g., decimal.

VII. INTEGRATING CDA LEVEL 2 CCD DOCUMENTS

A. Extracting Elements from XML Schemas

The first step in ontology development process is to find the relevant terms that should appear in the ontology. In this stage we have exploited CCD files. In transforming the XML schema of the CCD file to OWL-ontology [14] we have used the following rules [10]:

1. The complex elements of the XML-schema are transformed into OWL classes.
2. The simple elements of the XML-schema are transformed into OWL data properties such that the complex element is the domain of the data properties.
3. The attribute of the XML-schema are transformed into OWL data properties.
4. The relationships between complex elements must be named and transformed to OWL object properties.

In order to illustrate these rules consider the graphical OWL-ontology in Fig. 7, which is derived from the elements presented in the code of the CDD document. It is a simplified CCD document including a header and the Medications section.

Note also that as a result of the transformation rule 4, we have inserted the object properties Originates, Uses, and Contains in the profile ontology. As a matter of fact whether we have to apply rule 4 depends on whether the CCD documents are based on CDA Level 2 or CDA Level 3. In the former the body of the document is comprised of XML coded sections that can be rendered in human readable form, while in the latter the sections are encoded using the HL7 V3 Clinical Statement pattern [1], i.e., are based on the RIM.

The point here is that in the RIM the classes are linked together using association classes (see Fig. 1), which have the same semantics as object properties in OWL. So the difference between CDA Level 2 and CDA Level 3 is that the former does not capture semantics while the latter does and no extra semantics (object properties) are not needed to insert in the OWL-ontology.

In order to illustrate OWL-ontologies, the graphical ontology of Fig. 10 is presented in OWL in Fig. 11. Due to the space limits, we have omitted the specifications of the data properties such as PatientName, ProductName and BrandName.

```
<rdf:RDF
  xmlns:rdf=http://www.w3.org/1999/02/22-rdf-syntax-ns#
  xmlns:rdfs=http://www.w3.org/2000/01/rdf-schema#
  xmlns:owl=http://www.w3.org/2002/07/owl#>
  <owl:Ontology rdf:about="ProfileCCDontology"/>
  <owl:Class rdf:ID="Patient/">
    <owl:Class rdf:ID="Medication/">
      <owl:Class rdf:ID="Source/">
        <owl:Class rdf:ID="Product/">
          <owl:Class rdf:ID="LabTest/">
            <owl:ObjectProperty rdf:ID="Uses">
              <rdfs:domain rdf:resource="#Patient/"/>
              <rdfs:range rdf:resource="#aMedication/"/>
            </owl:ObjectProperty>
            <owl:ObjectProperty rdf:ID="Contains">
              <rdfs:domain rdf:resource="#Medication/"/>
              <rdfs:range rdf:resource="#Product/"/>
            </owl:ObjectProperty>
            <owl:ObjectProperty rdf:ID="Originates">
              <rdfs:domain rdf:resource="#Medication/"/>
              <rdfs:range rdf:resource="#Source/"/>
            </owl:ObjectProperty>
          </owl:Class>
        </owl:Class>
      </owl:Class>
    </owl:Class>
  </owl:Class>
</rdf:RDF>
```

Note that this code represents only the part of the CCD ontology that correspond the Medications section of the CCD. The whole CCD ontology is comprised of the integration of the ontologies derived from all sections of the CDD. In such integration we do not have to take care of semantic heterogeneity (i.e., one term is used in different meanings, or two terms are used in same meaning) as the all the elements in CCD documents are based on the RIM.

In order to illustrate the integration, the graphical ontology in Fig. 8 represents a portion of the CCD ontology. It includes elements from the Medications section and from the Vital signs section. Note that this ontology contains sufficient information for specifying the query presented in Section 1, i.e., “give me the average blood pressure and/or cholesterol level during the time periods a patient, say Tim Jones, was using Diovan”.

Figure 7. A simple graphical EHR-Ontology.

Note that as the OWL does not support structured attributes we have not transformed all complex elements to classes but rather the complex elements that do not have identification have been transformed to a set of properties. For example the following complex element Strenght of Fig. 2

```
<Strenght>
  <Value>50</Value>
  <Unit>milligram</Unit>
</Strenght>
```

is first transformed into data properties StrenghtValue and StrenghtUnit, and then connected to the OWL class Medication.
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B. Quering the CCD ontology by RQL and SPARQL

The content of a clinical document is more than just the sum of the individual facts and suppositions stored inside the document meaning that each statement in the document relates to other statements contained in the document [11]. For example, the statement about the medication is important but may not be fully understood without looking at the particular diagnosis, allergies or recorded intolerances. So the information contained within a document is expected to be understood in the context of the whole.

Clinical documents also have specific properties that are not shared with traditional databases [12]. An essential requirement is that the original documents can be generated from the data stored in the database or data archive [13]. For example, the data items stored in the CCD ontology of Fig.4 are originated either from a medication document or from a laboratory test document (or these both may be included in the same CCD document, meaning that they both have the same value on the attribute DocumentID), and thereby it is necessary that these documents can be reconstructed later on.

Reconstructing original documents (or representing queries) by RQL and SPARQL on the EHR-Archive is rather easy. For example, in RQL to retrieve all instances of the class Medication (i.e., all Medication documents) we only have to write “Medication”.

To retrieve all medications of the patient having value AB-12345 on PatientID (i.e., Tim Jones) we have to write the following query:

```
select N
from Patient{X}.uses{Y},{C} MedicationID {N}
where X= "AB-12345" and X=C
```

course the physicians do not have to be familiarized with query languages in order to retrieve data from the EHR-Archive as user-friendly interfaces can be easily developed.

VIII. Interoperability In Archiving Clinical Documents

In our used architecture the original patients’ EHRs are stored in healthcare providers’ EHR systems, and they are the data sources for the EHR-Archive [14] (Fig. 13). EHR systems are a part of a local stand-alone health information system that allows storage, retrieval and modification of records [15]. EHR-Archive is managed by healthcare authorities.
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Interoperability in healthcare means the ability of two or more healthcare systems to exchange clinical documents and to use the information of the exchanged documents. The Clinical Document Architecture (CDA) is an ANSI approved HL7 standard. It is proven to be a valuable and powerful standard for a structured exchange of clinical documents between healthcare information systems. However, though healthcare systems interoperability solves the problem of patients’ scattered health documentation, it does not solve the problem of querying the content of patients’ health documentation.
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Assuming that data security and compliance with key regulations are met, we assume that cloud computing will provide significant benefits to healthcare organizations and help them improve patient care. It also allows new healthcare delivery models that will make healthcare more efficient and effective. However, the success of new cloud-based technologies mainly depends on how they can be adopted to prevailing healthcare infrastructures.

In addition, there are some risks that may jeopardize the success of new technology. Especially the introduction new technology requires training: the incorrect usage of a new e-health technology, due to lack of proper training, may ruin the whole system. Also a consequence of introducing a new healthcare practice is that it significantly changes the daily duties of the healthcare personnel. Therefore one challenging aspect is also the changing the mind-set of the involved healthcare personnel.
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